


Sr. No RFP Clause Query Remarks Amended as

1 CSP shall provide DC & DR through private 
cloud / government community cloud at MeitY 
Empanelled and audited data center

CSP shall provide DC & DR through 
private cloud / government community 
cloud at MeitY Empanelled and audited 
data center

MeITY guidelines only refers to Virtual 
Private cloud & GCC & no guidelines 
exist for Private cloud

Amended as:

CSP shall provide DC & DR through virtual private cloud / 
government community cloud at MeitY Empanelled and 
audited data center (as per current list).

2 MSP shall provide the documentary evidence 
from the CSP that they shall provide DC & DR 
through private cloud / government 
community cloud at MeitY empanelled and 
audited data center.

______________________________ ______________________________

Amended as:

MSP shall provide the documentary evidence from the CSP 
that they shall provide DC & DR through virtual private 
cloud / government community cloud at MeitY empanelled 
and audited data center.

Annexure-X

NIT/Bid Document No.: EESL/06/2022-23/OTE/Cloud Service/ 222310010 dated: 25/10/2022
Name of the Tender/Package: Procurement of Cloud Service (Data Centre & Disaster Recovery Centre) for hosting SAP and Non-SAP applications for 5 years.



Sr. No RFP Clause Query Remarks Clarfied as/Amended as

1 Multiple DBs (total 45 at 
DC/DR) available (HANA, 
Sybase, MaxDB, Oracle, MS 
SQL, mySQL, MariaDB, etc.

Kindly Provide the following information

Database VM Sizes

Database Version (for eg SQL Server Standard 2016)

ATS / Software Assurance available for the database

Licences compatible with the Cloud (many OEM’s 
many different lic for cloud & On prem)

This information will help in the ensuring.

Support of the Infrastructure on respective database 
version

Support of associated software like Monitoring, 
Back, Disaster recovery to be database version 
aware

Clarified as:

Refer section 4 (Part-C) along with its amendments

2 Database

_______________________

We understand that the Database licenses will be 
provided by the EESL, if so any breach in SLA, or 
Security has to be owned by EESL & Bidder/ OEM 
will not be responsible for the same.

Clarified as:

All types of SLA and security are under bidder’s scope 
(except in case where DB version is under End of Support)

3 Privacy We request you to kindly add ISO 27701 : 2019 
Certification

Privacy of the data is utmost importance to EESL so 
this is a must have certification to ensure the data 
privacy

Clarified as:

Bidder shall ensure utmost privacy. In addition to 
certification mandated in the QRs of RFP, CSPs 
facilities/services must be certified to be compliant to the 
following standards:

1.     ISO 27017 - Code of practice for information security 
controls based on ISO/IEC 27002 for cloud services and 
Information technology

2.     ISO 27018 - Code of practice for protection of 
personally identifiable information (PII) in public clouds.

3.      ISO 20000-1 – NOC and SOC facility must be within 
India for the Cloud Environments and the managed 
services quality should be certified for ISO 20000:1

Annexure-Y

NIT/Bid Document No.: EESL/06/2022-23/OTE/Cloud Service/ 222310010 dated: 25/10/2022
Name of the Tender/Package: Procurement of Cloud Service (Data Centre & Disaster Recovery Centre) for hosting SAP and Non-SAP applications for 5 years.



4 Security request you to kindly add PCI 3DS as well The PCI 3DS Core Security Standard provides a 
framework for these critical EMV 3DS functions to 
implement security controls that support the 
integrity and confidentiality of 3DS transactions. The 
standard applies to entities that perform or provide 
these functions (3DSS, DS, and ACS)

Clarified as:

Higher version of certificate can be accepted

5

______________

Request you to kindly add ISO 37001 It is an international anti-bribery standard that 
specifies requirements and provides guidance for 
establishing, measuring, maintaining, reviewing, and 
improving an anti-bribery management system

Clarified as:

In this regard it may be mentioned that provisions of 
Bidding Documents already covers provision regarding 
''Corrupt or Fradulent Practices''. Further, Bidders are 
required to submit form of acceptance of EESL fraud 
prevention policy and declarartion as per Attachment-6 of 
Section-6 of the RfP/Bidding Documents along with the 
bid. 


